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iden�ty of 1+billion of its ci�zens  with both the said 12-digit number and   ,     ,   

In just four years, Aadhaar, also known as India's “Unique Iden�fica�on Number”, has registered the 

iden�ty of 1+billion of its ci�zens  with both the said 12-digit number and   ,   
biometrics elements.

A 12-digit unique iden�fica�on number, strengthened by a fingerprint and iris scan of 

ci�zens for increased authen�city and security
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India had major problems in iden�fying beneficiaries for 

social programs. 

A significant propor�on of residents lacked formal iden�ty creden�als, and many of those who had 

creden�als possessed ones that were only recognised locally. Inadequate iden�ty records and 

verifica�on processes meant that government agencies frequently distributed social welfare benefits to 

the same people mul�ple �mes, or to people who did not qualify. 

BUSINESS PROBLEM

Many Indian residents today have several forms of iden�ty for different purposes, such as a voter ID 

card, a ra�on card for accessing the public distribu�on system, a Permanent Account Number (PAN) card 

for tax registra�on, a driver's license, and a passport. The applica�on and verifica�on process for each of 

these IDs is different and procedurally complex. Indian government need a single window system which 

allows a more accurate picture of Indian residents and their access to and use of public services.
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The beneficiary will keep his finger on the Biometric handheld device, their Aadhar number is entered 
and each finger is scanned using Mantra MFS100 device. The data is sent to Aadhar server to know the 
best finger of the beneficiary. The Hand handle device receives the data from the Aadhar server and is 
printed. This finger is always used by the beneficiary to avail various benefits at Fair price shops, at 
Banks, in Na�onal Rural Employment Guarantee Scheme in the form of commodi�es or cash. 
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1) The beneficiary uses his Aadhar card for various Aadhar enabled payment solu�ons and avail. All  
 the transac�ons are recorded in the device as well as in the central server. A real-�me Receipt is 
 given to the beneficiary a�er the cash collec�on.

2) With Aadhaar-enabled KYC system, you would visit a bank with an Aadhaar cer�fied biometric 
 terminal (basically a mobile phone or a tablet or a PC with a fingerprint scanner and an Internet 
 connec�on i.e. Mantra MFSTAB, mDesk7). Type in your 12-digit Aadhaar number and put your  
 finger on the fingerprint scanner. Your fingerprint is encrypted and sent to the UIDAI servers 
 for verifica�on. If your fingerprint matches the fingerprint provided at the �me of enrollment, 
 you are successfully  authen�cated, and your demographic data and  photographs are released to 
 the bank.

3) Aadhaar-enabled automa�c weighing of the ra�ons, which is �ed directly to the current 
 handler's Aadhaar iden�ty. If the weight is not accurate, the transfer of goods cannot take 
 place and the iden�ty of the handler is known. To mi�gate abuse at the beneficiary end, each fair 
 price shop is equipped with digital point-of-sale devices (Mantra POS system) used by shop 
 employees to authen�cate  beneficiaries using their fingerprints or Mantra iris scans .The device 
 links to the Aadhaar database via a mobile, Wi-Fi or cabled internet connec�on, and then verifies 
 the beneficiary's iden�ty and eligibility. 

Benefits 



1.  The beneficiary always places his best finger first for any transac�on. This reduces the  

 authen�ca�on a�empts and hence the transac�on �me.
2.  Online authen�ca�on of the fingerprints as per UIDAI, authorized API can be done
3.  Mantra has more than 50+ service centers across India
4.  Own R&D facili�es for developing a custom product as per need
5.  Online RD service for registering your device
6  On-call support for customer

ADVANTAGES :
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Devices Used 
Biometric: 100000 MFS100

POS : 200+ mterminal

Clients support
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